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Start change 1

5.6
3GP-DASH and MBMS

The 3GPP Dynamic Adaptive Streaming over HTTP (3GP-DASH) as defined in [98] specifies formats and methods that enable the delivery of streaming service(s) from standard HTTP servers to DASH client(s).  It specifies the description of a collection of media segments and auxiliary metadata (all referenced by HTTP-URLs) through a Media Presentation Description (MPD).
MBMS is designed to serve large receive groups with same content. The MBMS Download Delivery Method is designed to deliver an arbitrary number of objects via MBMS to a large receiver population. MBMS Download defines several methods to increase reliability such as FEC and file repair. The download delivery method allows the delivery of DASH segments, Media Presentation Descriptions as well as other objects referenced in the MPD as defined in [98].
In order to support DASH Streaming in MBMS, the USD metadata fragment for a service shall contain a mediaPresentationDescription element referencing an MPD, which is also a metadata fragment describing the service. This is a reference to a Media Presentation Description metadata fragment as defined in [98].  If the USD contains a mediaPresentationDescription referencing an MPD, then
1. the user service shall be a download delivery service, i.e. shall include at least one downloadDelivery method element referencing an SDP that describes FLUTE transport.

2. The download delivery session shall deliver objects that are referenced by the MPD, all updates of the MPD and objects that are referenced by any update of the MPD. 

3. If a Segment is delivered as a FLUTE object then all of the following shall hold:

a. The download delivery session shall deliver segments such that the last packet of the delivered object is available at the UE latest at its segment availability start time as announced in the MPD

b. The Content-Location element in the FDT for the delivered object shall match the Segment URL in the MPD.

4. If an MPD update is delivered as a FLUTE object then all of the following shall hold: 

a. The Content-Location element in the FDT for the delivered object shall match the mpdURI of the mediaPresentationDescription element.

b. The MPD update shall be a valid update to a previously delivered MPD or an MPD delivered via the USD. 

5. If any other resource in the MPD is delivered (e.g. xlinked resource, metrics, etc.) then

a. The Content-Location element in the FDT for the delivered object shall match the URL of the object in the MPD.

b. The download delivery session shall deliver objects such that the last packet of the delivered object is available at the UE latest at the earliest time a DASH client operating on the delivered MPD sequence may ask for the resource. 

In the case a real-time streaming service is provided as DASH streaming over MBMS, then the MPD@type (attribute ‘type’ of the MPD) shall be set to “dynamic”, i.e. this indicates that the segments get available over time, latest at its announced segment availability start time.  When MPD@minimumUpdatePeriod (attribute ‘minimumUpdatePeriod’ of the MPD) is present, then the UE should expect MPD updates to be sent in the FLUTE session with the media segments and treat these updates as defined in step 4 above.

The objects delivered with the MBMS download delivery method shall be formatted according to the announcement in the MPD. The MPD and the described Media Presentation should conform to a profile specified in TS26.247 [32].

Furthermore, the Media Presentation Description fragment may contain reference(s) to Initialisation Segment Description fragment(s) as defined in [98].

Clause 4.4.3 of this specification enables integrity and/or confidentiality protection of MBMS user services data according to 3GPP TS 33.246 [20]. In this case each DASH formatted file is protected using the Protection of Download Data as described in 3GPP TS 33.246 [20].

As this protection mechanism is performed in the underlying layer of the DASH client it is transparent to DASH client and not reflected in the MPD associated to the DASH representation.
For HTTP streaming, QoE reporting on MBMS level can be activated as described in section 8.3.2.1 or 8.3.2.2, and QoE reporting shall in such case be done as specified in section 8.4. The Network Resource, Loss of Objects, and Distribution of Symbol Count Underrun for Failed Blocks QoE metrics are relevant to 3GP-DASH over MBMS.

QoE reporting can also be activated on DASH level as specified in 3GP-DASH [98], section 10 or Annex F, and reporting shall in such case be done according to 3GP-DASH [98].

NOTE: 
One way of supporting the delivery of a subset of the nominally requested content by the DASH client which indicates explicit willingness to accept such incomplete content, and based on a specific UE implementation architecture, is described in clause 7.2.3 in TR 26.946 [110].

End change 1

Start change 2
7.1
Introduction

MBMS download delivery method uses the FLUTE protocol (RFC 3926 [9]) when delivering content over MBMS bearers. MBMS download delivery method may use OMA PUSH [79] when delivering content over other UMTS/EPS bearers. Usage of FLUTE protocol is described in clause 7.2. The Usage of OMA Push is described in clasue 7.4. The FLUTE session set-up with RTSP is defined in clause 7.5.
FLUTE is built on top of the Asynchronous Layered Coding (ALC) protocol instantiation (RFC 3450 [10]). ALC combines the Layered Coding Transport (LCT) building block [11], a congestion control building block and the Forward Error Correction (FEC) building block ([12]) to provide congestion controlled reliable asynchronous delivery of content to an unlimited number of concurrent receivers from a single sender. As mentioned in (RFC 3450 [10]), congestion control is not appropriate in the type of environment that MBMS download delivery is provided, and thus congestion control is not used for MBMS download delivery. See figure 10 for an illustration of FLUTE building block structure. FLUTE is carried over UDP/IP, and is independent of the IP version and the underlying link layers used.
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Figure 10: Building block structure of FLUTE

ALC uses the LCT building block to provide in-band session management functionality. The LCT building block has several specified and under-specified fields that are inherited and further specified by ALC. ALC uses the FEC building block to provide reliability. The FEC building block allows the choice of an appropriate FEC code to be used within ALC, including using the no-code FEC code that simply sends the original data using no FEC coding. ALC is under-specified and generally transports binary objects of finite or indeterminate length. FLUTE is a fully-specified protocol to transport files (any kind of discrete binary object), and uses special purpose objects - the File Description Table (FDT) Instances - to provide a running index of files and their essential reception parameters in-band of a FLUTE session.
NOTE: 
One way of supporting the delivery of a subset of the nominally requested content by the DASH client which indicates explicit willingness to accept such incomplete content, and based on a specific UE implementation architecture, is described in clause 7.2.3 in TR 26.946 [110].
End change 2
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